
Target Breach Information 

 
Georgia Power FCU is actively monitoring the Target breach affecting debit and credit card data. Along with our card processor, 

we are taking the appropriate measures to protect our members; however, there is no assurance that this card data 

compromise will not result in fraudulent activity on member accounts.  

 

This compromise affected purchases made at U.S. Target retail stores from November 27, 2013 to December 15, 2013. All 

major debit and credit card(s) were affected. 

 

If you think your Georgia Power FCU Visa debit or credit card was compromised, please follow these instructions: 

  

Debit Cards: 

 View your account history often. 

 If you choose, you may log in to online banking and request an alert that will notify you whenever a debit card 
purchase is made.  This is located under Account Alerts on the left hand side of the online banking screen. 

 Call us at (800) 360-6362 immediately to report any fraudulent activity.  
 

 

Credit Cards: 

 If you suspect fraudulent transactions have occurred on your Georgia Power FCU Visa credit card, notify us 

immediately by telephone at (800) 449-7728, seven (7) days a week, 24 hours a day, of the unauthorized use of 

your credit card.  

 

At this time, we are not initiating a reissue. If you used your card during the above dates at a Target retail location, you may 

contact us to reissue your card(s). Your peace of mind and protection are paramount to Visa. Read about Visa's Zero Liability 

policy on our website https://www.georgiapowerfcu.org/Loans/Personal-Loans-and-Credit-Cards.aspx. 

 

https://www.georgiapowerfcu.org/Loans/Personal-Loans-and-Credit-Cards.aspx

